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基于隐私计算理论的短视频平台隐私

悖论路径研究

欧　 露　 何　 翼　 秦林瑜　 唐珍名∗

摘要:短视频平台的火爆使得用户隐私信息面临泄露和被二次利用的风险,

不仅可能给用户带来损失,也可能导致平台的信任危机,从而不利于平台的健康

发展,而隐私悖论现象是用户陷入隐私暴露风险的重要诱因。 研究短视频隐私悖

论的产生机制和路径,有助于分析各因素对隐私悖论现象的影响,进而保护用户

隐私。 本文基于隐私计算理论,从用户心理角度构建了短视频隐私悖论产生路

径的理论模型,通过问卷调查和结构方程方法对研究假设和理论模型进行验证。

结果表明,感知收益、隐私披露倾向和行为扭曲因素与短视频用户隐私悖论存在

关联关系;可通过增强用户的隐私管理能力、提升用户对收益和风险的认知平衡

以及规范短视频平台隐私数据商业化行为以平衡用户隐私保护和短视频平台健

康发展。

关键词:短视频　 隐私披露　 隐私悖论　 隐私计算理论

一、
 

引言

截至 2022 年 6 月,包含短视频用户在内,我国的网络视频用户规模达 9. 95

亿人,较 2021 年 12 月增长 2017 万人,占网民整体的 94. 6%。 其中,短视频用户

规模达 9. 62 亿人,较 2021 年 12 月增长 2805 万人,占网民整体的 91. 5%(中国

互联网网络信息中心,2022)。 短视频用户已经成为我国网民的主力军。 作为

集娱乐、新闻、社交于一体的新兴媒介,短视频平台爆发式增长的信息量、多元化

的互动方式以及个性化的服务机制使其迅速成为流量聚集地。 但与此同时,即
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使用户具有较强的隐私保护意愿,以用户生成内容为主的短视频内容生产方式

和较强的互动性特征也可能会导致用户隐私自我披露现象愈甚。 这种用户倾向

于保护隐私而其实际行为却倾向于披露隐私的隐私悖论现象,在短视频平台普

遍存在。

“数据是复刻完整的你的隐私追踪者。” (何渊,2019)一方面,在网络世界,

用户个人数据包括身份信息、网络浏览记录、经济状况等身份可识别信息,用户

只要使用联网的电子设备便会留下相关隐私信息。 短视频平台会在后台记录用

户的操作等信息,并与第三方合作共享以更好地掌握用户喜好(杨爽,2019),用

户在使用短视频平台服务的同时便已“出售”了部分个人信息。 另一方面,在智

能传播时代,网络隐私逐渐利益化。 即使用户持隐私保护的态度,但在感知到部

分个人信息的披露带来的收益大于潜在风险时,往往也会选择披露个人隐私

(罗映宇、韦志颖、孙锐,2020)。 短视频平台由此形成了数据信息商业价值与隐

私伦理之间相生相克的博弈关系,即平台收集数据不可避免,用户只有让渡部分

个人信息才能更好地享受平台服务。 因此,研究隐私悖论行为有助于短视频用

户更好地管理自我隐私,平台也能够保持隐私秩序,推动短视频产业在合理的隐

私尺度范围内发展。

学界对隐私悖论现象有一定的研究成果,主要集中于对微信、微博等社交媒

体用户和网络消费者的自我披露行为及其原因的研究(司徒凌云、李益婷、石

进,2022)。 隐私计算理论是隐私披露和隐私悖论研究的主要理论之一(罗映

宇、韦志颖、孙锐,2020),在与其他理论的整合研究中,主要有计划行为理论

(TPB)、隐私管理理论、自我知觉理论等。 目前对短视频隐私悖论的研究较少,

但作为流量呈指数级增长的“娱乐+社交”平台(吴延芝,2023),短视频平台隐私

悖论现象的研究在学界和业界都十分必要。 因此,本文致力于分析短视频这一

社交导向型娱乐平台的隐私悖论现象。 不同于以往隐私计算理论研究的完全理

性视角(罗映宇、韦志颖、孙锐,2020;Lee,
 

Park
 

&
 

Kim,
 

2013),本文从用户的心

理收益风险感知过程入手,结合索洛夫(D.
 

Solove)所说的行为扭曲观点(李凌

霄,2019),构建了以感知收益、感知风险、隐私披露倾向、隐私保护倾向以及行

为扭曲为主要维度的短视频隐私悖论的行为路径理论模型,通过问卷调查和结

构方程模型对研究假设和理论模型进行了验证。
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二、
 

研究现状

　 　 (一)
 

隐私计算理论

隐私计算理论(privacy
 

calculus
 

theory)由劳费尔(R.
 

Laufer)和沃尔夫(M.
 

Wolfe)首次提出(Laufer
 

&
 

Wolfe,
 

1977)。 该理论认为,用户的隐私披露行为是

经过感知收益与风险权衡后做出的决定,当发现披露隐私可获得利益且带来的

损失可接受时,用户就会选择披露隐私;当认为负面影响超出其承受能力、损失

大于收益时,用户便会对隐私披露产生抵触心理,进而减少或取消隐私披露。 隐

私计算理论的核心要素是感知隐私收益和隐私风险(杨瑞仙、李兴芳、王栋等,

2023),隐私悖论现象研究领域主要关注感知收益(司徒凌云、李益婷、石进,

2022;杨瑞仙、李兴芳、王栋等,2023)、感知风险(杨瑞仙、李兴芳、王栋等,2023;

王艺璇、李新月、白佳等,2023)、隐私关注(司徒凌云、李益婷、石进,2022)等变

量对社交媒体、新兴产业、线上医疗服务等隐私披露现象的影响。 例如,提出消

费者隐私态度与行为之间隐私悖论的分析框架,以此分析人机交互中的隐私悖

论现象(宋波,2022);在隐私计算理论基础上引入隐私疲劳、感知信任等主观因

素,分析网络消费者的信息披露影响机制(姜凌、王志华、杨国亮,2020);大数据

环境下 APP 用户隐私计算的影响因素(迪莉娅,2019)。

现有隐私计算理论研究以完全理性经济人假设为主的视角,认为用户会完

全按照隐私计算的结果来行动,忽略了人的主观因素的作用。 本文旨在从用户

心理视角入手,根据用户行为决策前的心理收益风险感知过程分析,构建短视频

用户的隐私悖论产生路径。

　 　 (二)
 

隐私悖论

最早,布朗(P.
 

Brown)在 2001 年的购物行为研究中证实了隐私悖论现象

的存在:“虽然担心隐私被侵犯,但基于回报,人们便很乐意向在线零售商提供

详细的个人信息。” (Zhang,
 

Li
 

&
 

He
 

et
 

al. ,
 

2014)。 到 2006 年,巴恩斯( S.
 

Barnes)在社交网络研究中首次使用了“隐私悖论”这一术语(Barnes,
 

2006)。

对隐私悖论的研究,主要集中在以下几个方面:
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首先是社交媒体隐私悖论现象。 社交媒体作为主要的网络传播载体,其传

播内容和形式的复杂性使它成为隐私悖论现象频发的场所。 研究者基于传统隐

私计算,从感知收益和感知风险角度验证隐私悖论的存在 ( 朱侯、方清燕,

2021),分析社交媒体隐私悖论的产生路径。 其次是健康信息隐私悖论现象,如

患者群体的隐私悖论伦理问题(张晓娟、田馨滦,2020)。 随着智能技术时代的

到来,数据信息传播中的隐私悖论,尤其是数据共享下的隐私悖论困境,成为不

少学者思考的问题。 一项关于算法悖论的研究指出,民众对算法风险高度关注,

但存在算法推荐的便利与算法关注的取舍之间的矛盾(许可、程华,2022)。 移

动商务环境下的隐私悖论研究,关注对个人隐私数据的产权配置、隐私保护监管

体制与监管政策等问题的理论研究(唐要家、汪露娜,2022),以及消费者隐私关

注、隐私悖论。 此外,也出现了人机交互、赛博人的隐私悖论这一新的议题。 李

凌霄指出,人们在态度上反感泄露隐私,但无法拒绝技术带来的便利,因此形成

了隐私悖论(李凌霄,2019)。

目前关于隐私悖论的研究以实证居多,以隐私计算理论、计划行为理论、隐

私管理理论、自我知觉理论等为主,结合其他理论分析具体情境下隐私悖论的存

在性和原因,但多集中在社交媒体与电子商务方面,很少关注短视频平台。 而

且,大多数研究在“认知—态度—行为”的框架下分析隐私悖论产生路径,鲜少

有研究把影响人们行为的一些扭曲因素考虑进去。 行为扭曲观点指出了对人们

行为的一些扭曲影响,比如偏见和启发式、框架效应以及行为操纵和扭曲(So-

love,
 

2021)。 根据行为扭曲论,行为并不能可靠地反映人们的实际隐私偏好。

本文以隐私计算理论为基础,结合行为扭曲论,对中国短视频平台隐私悖论行为

路径进行探索。

三、
 

研究假设与理论模型

　 　 (一)
 

研究假设

对“隐私悖论”的定义繁多,应用较为广泛的是隐私态度与隐私行为之间的

不一致(罗映宇、韦志颖、孙锐,2020)。 本文选择“用户普遍担心自己的隐私信

息遭受泄露,同时又愿意披露自己的隐私” (Kokolakis,
 

2017)作为对“隐私悖
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论”的定义。 在我国,短视频最早起源于 2013 年的新浪秒拍和腾讯微视,而后逐

渐发展壮大,尤其在 2020 年,短视频更是获得了迅猛的发展(宋蓓娜、赵娜萍,

2022)。 其他网络媒体平台看到了短视频运营的红利,也纷纷开辟短视频内容

生产板块。 为了将本文的研究对象与其他媒体平台区别开来,本文中的“短视

频平台”,指专门发布短视频内容的移动 APP 载体(吴锋、宋帅华,2021)。 综上,

本文所研究的短视频隐私悖论,指用户在使用短视频平台时对待隐私的态度与

行为不一致的现象。

短视频 PGC+UGC 的内容生产方式、算法推荐的分发机制以及平台的强互

动性,使得用户在短视频平台上具有较强的行为自主性。 基于隐私计算理论,用

户会权衡披露隐私信息带来的风险或收益,当感知收益大于感知风险时,就会选

择披露个人隐私信息(Lee,
 

Park
 

&
 

Kim,
 

2013)。 本文认为,当用户感知隐私披

露带来的收益时,会产生隐私披露的倾向,进而产生隐私披露行为;当用户感知

到风险时,会产生隐私保护的倾向,但个人从认知到做出行为的过程中存在扭曲

因素(Solove,
 

2021),这使得本该产生的隐私保护行为转变为隐私披露行为。

因此,本文从感知收益、感知风险以及行为扭曲对隐私悖论行为产生影响方面提

出了相应假设。

1.
 

感知收益假设

“感知收益”是隐私计算理论的一个核心概念,指用户对实际参与行为带来

的利益感知,包括功能利益和情感利益(相甍甍、孙畹婷、冯丽,2023)。 在短视

频平台上,感知收益主要包括经济价值、情绪价值、社交需要、使用体验感(司徒

凌云、李益婷、石进,2022;张晓娟、田馨滦,2020;相甍甍、孙畹婷、冯丽,2023)。

当用户感知披露隐私信息会获得相应的利益时,会产生隐私披露的倾向;反之,

当用户没有产生明显的收益感知时,更愿意持隐私保护的态度。 已有研究证实,

特定群体的收益感知会促进隐私披露意愿(王艺璇、李新月、白佳等,2023)。 基

于以上分析,本文提出以下假设:

H1:感知收益对隐私披露倾向产生正向影响。

H2:感知收益对隐私保护倾向产生负向影响。

2.
 

感知风险假设

感知风险指用户对个人进行信息披露行为所带来的损失的感知(Cheung,
 

Lee
 

&
 

Chan,
 

2015)。 在短视频平台上,感知风险主要包括财务风险、声誉风险、
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网络欺凌(孙霄凌、程阳、朱庆华,2017;戴昕,2021)以及其他未知风险。 当用户

感知披露隐私信息后有这些风险时,会更愿意保护自己的隐私信息;反之,当用

户没有产生明显的风险感知时,更愿意保持隐私披露的倾向。 已有研究证实,特

定群体的风险感知会抑制隐私披露意愿(王艺璇、李新月、白佳等,2023)。 基于

以上分析,本文提出以下假设:

H3:感知风险对隐私保护倾向产生正向影响。

H4:感知风险对隐私披露倾向产生负向影响。

3.
 

隐私披露倾向假设

隐私披露倾向指用户在态度上愿意将隐私信息分享给他人。 根据计划行为

理论,行为态度、主观规范和感知行为控制最终决定了行为意向和行为(黄顺

铭,2018)。 态度较为直接地反映了用户的行为取向,用户隐私披露的态度倾向

越强,越容易产生隐私披露行为。 基于此,本文提出以下假设:

H5:隐私披露倾向正向影响隐私披露行为。

4.
 

隐私保护倾向假设

隐私保护倾向指用户具有较强的隐私安全保护态度,在态度上不愿意披露

自己的隐私信息。 由于态度可以直接反映用户的行为取向(黄顺铭,2018),因

此用户隐私保护的态度越强,越不易产生隐私披露行为。 基于此,本文提出以下

假设:

H6:隐私保护倾向负向影响隐私披露行为。

5.
 

行为扭曲因素假设

短视频用户的隐私悖论行为扭曲因素,主要包括隐私无知、隐私无助和隐私

疲劳。 在数字经济时代,短视频平台是一个数据集装箱,用户的使用记录、个人

信息不知不觉间或被平台收集,或被自身有意无意地披露。 用户用个人信息换

取平台免费服务,而用户往往意识不到自己的隐私信息已经泄露并被二次利用,

并且不知道如何保护隐私。 隐私无助是用户面对隐私保护时的一种消极情绪,

认为隐私保护的努力难以奏效,只能无奈接受隐私的泄露。 隐私疲劳指用户因

感到隐私保护的复杂性而产生对隐私保护的倦怠感(臧国全、董文馨,2022)。

根据使用与满足理论,用户隐私保护倾向越强,越会关注隐私信息,继而采

取隐私保护措施;但在诸多无效隐私保护行动下,更容易产生隐私无知、无助与

疲劳等行为扭曲因素。 刘鸿莹等人发现,智能穿戴设备用户的隐私关注与隐私
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疲劳呈正相关(刘百灵、李洁,2023)。 因此,本文提出以下假设:

H7:隐私保护倾向正向影响行为扭曲因素。

用户对网络隐私的“无知” 会导致隐私披露的“无畏” (王波伟、李秋华,

2016)。 在隐私无知之下,即使用户有较强的隐私保护倾向,也往往有意无意地

产生隐私披露行为。 在如今隐私泄露事件频发的互联网环境中,用户的隐私无

助感使其放任隐私信息的被动或主动披露。 随着短视频平台的迅猛发展,用户

保护隐私越来越困难,隐私保护任务也越来越繁重。 长篇大论的隐私保护协议、

复杂多样且隐蔽的隐私权限设置,使得用户的隐私疲劳现象愈加明显,已有研究

发现隐私疲劳正向影响用户的信息披露(刘鸿莹、张春龙、曲靖野等,2022)。 基

于上述分析,本文提出以下假设:

H8:行为扭曲因素正向影响隐私披露行为。

　 　 (二)
 

理论模型

基于上述分析,本文在“感知收益”“感知风险”的隐私计算核心概念基础之

上,引入“隐私披露倾向”“隐私保护倾向”和“行为扭曲”概念,设计了短视频隐

私悖论行为路径理论模型。 如图 1 所示,感知收益正向影响隐私披露倾向,隐私

披露倾向正向影响隐私披露行为;感知收益负向影响隐私保护倾向,隐私保护倾

向负向影响隐私披露行为,行为扭曲因素正向影响隐私披露行为;感知风险负向

影响隐私披露倾向,隐私披露倾向正向影响隐私披露行为;感知风险正向影响隐

私保护倾向,隐私保护倾向负向影响隐私披露行为,行为扭曲因素正向影响隐私

披露行为。 本文根据问卷调查数据及其分析,对该理论模型进行了验证。

图 1　 隐私悖论行为路径理论模型
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四、
 

研究方法

　 　 (一)
 

问卷设计

基于上文构建的隐私悖论行为路径理论模型,本文将问卷设计为感知收益、

感知风险、隐私披露倾向、隐私保护倾向、行为扭曲、隐私披露行为、人口统计学

和短视频平台使用情况几部分,问卷测量项共 25 个(表 1);问卷还包括有效性

测试 2 题、人口统计学部分 3 题、短视频平台使用情况 1 题。

表 1 问卷测量项

变量 测量题项

感知收益

A1:在短视频平台披露或发布信息有利于吸引关注度(流量)

A2:在短视频平台发布个人信息有利于表达观点或发泄情绪

A3:在短视频平台提交个人信息或发布信息有利于开展社交活动

A4:在短视频平台提交个人信息有利于享受个性化服务

感知风险

B1:在短视频平台发布个人信息可能会造成经济损失

B2:在短视频平台泄露个人隐私可能会造成声誉受损

B3:在短视频平台发布信息或评论可能会受到网络暴力

B4:在短视频平台提交或发布信息可能会引发其他问题

隐私披露
倾向

C1:我愿意在短视频平台提交个人资料

C2:我愿意让他人了解我的基本信息和视频观看喜好(检验题项)

C3:我认为短视频平台的隐私权限设置不重要

C4:我愿意在使用短视频 APP 时发布涉及个人隐私的评论信息

隐私保护
倾向

D1:我认为保护隐私是重要的

D2:我担心上传到短视频平台的个人信息可能被泄露

D3:我不愿意在短视频平台披露我的个人信息和视频观看喜好(检验题项)

D4:我不愿意在与网友聊天或视频评论区留下个人信息

D5:我不愿意发布涉及个人的短视频(照片、姓名、职业、住址等)

D6:我希望短视频平台能保护我的隐私
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(续表)

变量 测量题项

行为扭曲

E1:在使用短视频平台时,我不知道怎样保护隐私(隐私保护技能或知识) (隐
私无知)

E2:我认为即使我采取隐私保护措施,也不一定能起到作用(隐私无助)

E3:隐私保护的措施太复杂、太困难(比如长篇的隐私保护协议),我已经厌倦
了(隐私疲劳)

隐私披露
行为

O1:我在短视频 APP 个人主页上传了个人资料

O2:我开放了个人主页或观看喜好的访问权限

O3:我发布过涉及个人信息的视频(照片、姓名、职业、住址等)

O4:我在与网友聊天或发表评论时有意无意泄露过个人信息

　 　 在量表设计方面,本文测量指标在参考已有研究的基础上,根据短视频平台

特征与用户使用行为设计测量题项。 “感知收益”变量参考经济、服务、社交、情

感需求四个维度(司徒凌云、李益婷、石进,2022;相甍甍、孙畹婷、冯丽,2023);

“感知风险”变量参考财务损失、骚扰欺凌、危险维度(王艺璇、李新月、白佳等,

2023;孙霄凌、程阳、朱庆华,2022) 和隐私披露带来名誉损失的观点(戴昕,

2021);“隐私披露倾向”变量和“隐私保护倾向”变量参考隐私担忧、威胁认知和

寻求保护维度(张晓娟、田馨滦,2020;朱子贤,2022);“行为扭曲”变量参考隐私

无助(臧国全、董文馨,2022)、隐私疲劳(刘百灵、李洁,2023)维度,并提出隐私

无知;“隐私披露行为”变量参考权限设置、无意泄露和发布信息维度(司徒凌

云、李益婷、石进,2022)。

测量变量采用李克特五点法进行测量,让参与者对题目论述的同意程度进

行打分(1 =非常不同意,5 =非常同意)。

　 　 (二)
 

数据收集

笔者于 2023 年 2 月 16 日通过“问卷星”平台发布问卷,并通过微信、微博

和问卷互填社区收集样本数据,受调研时间和成本影响,最终累计回收问卷

435 份。 然后进行数据清洗,删除答题时间过短、两道有效性问题答案矛盾以

及极端值问卷 63 份,最终共回收有效问卷 372 份,样本的人口统计学特征如

表 2 所示。
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表 2 样本特征分布描述

变量 选项 频率 百分比(%)

短视频 APP 使用时间

从没用过 8 2. 2

2 年以内 65 17. 5

2 年以上 299 80. 4

性别
男 137 36. 8

女 235 63. 2

年龄(岁)

18 以下 2 0. 5

18—25 291 78. 2

26—30 38 10. 2

31—40 32 8. 6

41—50 8 2. 2

50 以上 1 0. 3

最高学历

高中及以下 9 2. 4

大专 17 4. 6

大学本科 166 44. 6

硕士研究生及以上 180 48. 4

　 　 根据问卷调查结果,用户数量排名前三的短视频 APP 为抖音、B 站和小红

书。 80. 4%的用户有两年以上的短视频 APP 使用经验,这与中国互联网络信息

中心(CNNIC)发布的信息基本相符:2020 年 3 月,我国短视频用户规模为 7. 73

亿人,占网民整体的 85. 6%(中国互联网网络信息中心,2020);2022 年 6 月,我

国短视频用户规模为 9. 62 亿人,占网民整体的 91. 5%(中国互联网网络信息中

心,2022)。 可见,自 2020 年以来,短视频用户规模一直较大。 该问卷样本大多

为大学本科以上的年轻女性,与实际短视频用户的属性存在一定偏差,这可能与

样本通过强社交关系的微信平台发放有关。 未来研究可全方位、大范围地探究

各用户群体的隐私悖论现象。

　 　 (三)
 

模型检验

1.
 

数据可信度检验

在信度检验上,本文采用内部一致性系数 Cronbach􀆳s
 

α 和组合信度( com-

posite
 

reliability,
 

CR)为信度测量指标。 利用 SPSS
 

26. 0 软件的可靠性分析功
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能,剔除部分测量项后,从表 3 可以看出,每个潜变量的 Cronbach􀆳s
 

α 值基本超

过了 0. 7,在可接受范围内,在此基础上组合信度 CR 也高于理想值 0. 7。 这说

明量表设计可靠性较好,具有良好的信度。

表 3 量表信度和收敛效度检验结果

变量 题项 因子载荷 Cronbach􀆳s
 

α CR AVE

感知收益

A1 0. 750

A2 0. 774

A3 0. 785

A4 0. 752

0. 7860 0. 8498 0. 5858

感知风险

B1 0. 759

B2 0. 860

B3 0. 814

B4 0. 806

0. 8460 0. 8843 0. 6570

隐私披露倾向
C1 0. 853

C2 0. 748
0. 7380 0. 7824 0. 6436

隐私保护倾向

D3 0. 744

D4 0. 843

D5 0. 798

0. 8200 0. 8381 0. 6337

行为扭曲

E1 0. 710

E2 0. 839

E3 0. 784

0. 6910 0. 8222 0. 6076

隐私披露行为

O2 0. 705

O3 0. 812

O4 0. 774

0. 7060 0. 8083 0. 5851

　 　 在效度检验上,通过测量变量因子载荷和潜在变量平均方差抽取量(aver-

age
 

variance
 

extracted,
 

AVE)来检验测量项的收敛效度。 如表 3 所示,本文所有

测量变量的因子载荷都达到了 0. 7,各个潜变量的 AVE 值都大于 0. 5,表明量表

具有较好的收敛效度。

区分效度的检验标准是潜在变量平均方差抽取量的平方根要大于该潜在变

量与其他潜在变量的相关系数(对角线数字为 AVE 值的平方根)。 如表 4 所
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示,各潜在变量 AVE 的平方根均大于该潜在变量与其他潜在变量的相关系数,

表明量表具有良好的区分效度。

表 4 区别效度检验结果

潜在变量 行为扭曲
隐私披露

行为
隐私保护

倾向
隐私披露

倾向
感知风险 感知收益

行为扭曲 0. 779

隐私披露行为 0. 151∗ 0. 765

隐私保护倾向 0. 248∗∗∗ -0. 333∗∗∗ 0. 796

隐私披露倾向 -0. 086 0. 393∗∗∗ -0. 479∗∗∗ 0. 802

感知风险 0. 215∗∗ -0. 087 0. 582∗∗∗ -0. 119 0. 811

感知收益 -0. 025 0. 331∗∗∗ -0. 156∗ 0. 435∗∗∗ -0. 001 0. 811

AVE 0. 6076 0. 5851 0. 6337 0. 6436 0. 6570 0. 6570

　 　 注:∗表示 p<0. 05,∗∗表示 p<0. 01,∗∗∗表示 p<0. 001。

2.
 

研究假设和模型验证

本文使用 AMOS
 

24. 0 绘制结构方程模型图,并导入问卷调查的数据结果,

来对研究假设和理论模型进行验证;在感知收益和感知风险两个外潜变量之间

建立共变关系,使用绝对适配统计量(RMSEA、GFI、AGFI)、增值适配统计量

(NFI、IFI、TLI、CFI)以及简约适配统计量(卡方自由度比、PGFI、PNFI)等指标

进行模型拟合度的评估(表 5)。

表 5 模型拟合度检验结果

统计检验量 建议标准 测量模型

CMIN / DF <3. 000 2. 488

RMSEA <0. 080 0. 063

GFI >0. 800 0. 911

AGFI >0. 800 0. 881

NFI >0. 900 0. 865

IFI >0. 900 0. 914

TLI >0. 900 0. 896

CFI >0. 900 0. 913

PGFI >0. 500 0. 681
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(续表)

统计检验量 建议标准 测量模型

PNFI >0. 500 0. 718

PCFI >0. 500 0. 758

　 　 根据模型拟合度检验结果,除了增值适配统计量的 NFI( 0. 865) 和 TLI

(0. 896)略低于建议标准( >0. 900)外,其他指标均在建议标准范围内,表明该模

型拟合度在可接受范围内。 此外,
 

还可以通过观察模型修正后卡方的变化量,

根据残差相关性在模型中增加路径关系,来提高模型拟合指标数。

表 6 路径检验结果

路径 标准化路径系数 p 值 结果

隐私保护倾向 <--- 感知收益 -0. 209 0. 003 支持

隐私保护倾向 <--- 感知风险 0. 560 ∗∗∗ 支持

隐私披露倾向 <--- 感知收益 0. 539 ∗∗∗ 支持

行为扭曲 <--- 隐私保护倾向 0. 265 ∗∗∗ 支持

隐私披露倾向 <--- 感知风险 -0. 133 0. 032 支持

隐私披露行为 <--- 隐私披露倾向 0. 427 ∗∗∗ 支持

隐私披露行为 <--- 隐私保护倾向 -0. 248 0. 005 支持

隐私披露行为 <--- 行为扭曲 0. 207 0. 004 支持

　 　 根据结构方程模型的路径分析结果,在表中列出的 8 条路径的检验结果中,

感知风险对隐私披露倾向、感知收益对隐私保护倾向、感知风险对隐私保护倾

向、感知收益对隐私披露倾向、隐私保护倾向对行为扭曲、隐私披露倾向对隐私

披露行为、隐私保护倾向对隐私披露行为、行为扭曲对隐私披露行为的路径分析

结果在显著程度不同的情况下,均支持了本文提出的 8 个假设。

五、
 

研究结果与分析

(1)
 

感知收益对隐私披露倾向的影响。 路径分析结果显示,感知收益对隐

私披露倾向的标准化路径系数为 0. 539,p<0. 001,达显著水平,说明感知收益显

著正向影响隐私披露倾向,验证了 H1。 当短视频用户感知到披露隐私信息带来

收益时,会产生隐私披露的倾向。 例如,上传个人信息可以享受平台的个性化推
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荐服务,在评论或发布作品时携带更多个人信息有利于表达观点、吸引关注和开

展社交活动,在这些收益的感知驱使下,用户更容易产生隐私披露倾向。

(2)
 

感知收益对隐私保护倾向的影响。 路径分析结果显示,感知收益对隐

私保护倾向的标准化路径系数为-0. 209,p<0. 01,说明感知收益会负向影响隐

私保护倾向,验证了 H2。 当用户感知到隐私披露带来的收益时,往往关注即将

获得的收益,忽略或漠视隐私披露可能带来的风险,认为收益大于风险,隐私保

护倾向减弱。

(3)
 

感知风险对隐私保护倾向的影响。 路径分析结果显示,感知风险对隐

私保护倾向的标准化路径系数为 0. 560,p<0. 001,达显著水平,说明感知风险会

显著正向影响隐私保护倾向,验证了 H3。 用户在短视频平台感知到隐私披露可

能带来的经济损失、声誉受损、隐私泄露、网络暴力等风险时,会增强自我隐私保

护的倾向,更愿意在短视频平台隐匿涉及个人隐私的信息,以规避风险。

(4)
 

感知风险对隐私披露倾向的影响。 路径分析结果显示,感知风险对隐

私披露倾向的标准化路径系数为-0. 133,p<0. 05,说明感知风险会负向影响隐

私披露倾向,验证了 H4。 短视频用户在做出隐私披露行为决策前,感知到这一

行为可能会为自己带来一些风险,隐私披露的倾向会减弱,从而不愿意在短视频

平台上传或发布更多关于个人的相关信息,以此来规避风险。

(5)
 

隐私披露倾向对隐私披露行为的影响。 路径分析结果显示,隐私披露

倾向对隐私披露行为的标准化路径系数为 0. 427,p<0. 001,达显著水平,说明隐

私披露倾向会显著正向影响隐私披露行为,验证了 H5。 当短视频用户持有很强

的隐私披露倾向时,会非常愿意在短视频平台发布信息或与他人交流互动时主

动披露自己的一些个人信息、社交关系或情感隐私等,在隐私披露倾向的驱动

下,用户更容易产生隐私披露行为。

(6)
 

隐私保护倾向对隐私披露行为的影响。 路径分析结果显示,隐私保护

倾向对隐私披露行为的标准化路径系数为-0. 248,p<0. 01,说明隐私保护倾向

会负向影响隐私披露行为,验证了 H6。 当短视频用户有较强的隐私保护倾向

时,则会认为保护隐私是重要的,不愿意在短视频平台向他人披露关于个人的信

息,在隐私保护倾向的驱使下,用户会减少披露个人隐私信息的行为。

(7)
 

隐私保护倾向对行为扭曲因素的影响,以及行为扭曲对隐私披露行为

的影响。 路径分析结果显示,隐私保护倾向对行为扭曲的标准化路径系数为
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0. 265,p<0. 001,达显著水平,说明隐私保护倾向会显著正向影响行为扭曲因

素,验证了 H7,短视频用户隐私保护的倾向越强烈,越会产生行为扭曲因素(隐

私无知、隐私无助、隐私疲劳)。 行为扭曲对隐私披露行为的标准化路径系数为

0. 207,p<0. 01,说明行为扭曲会正向影响隐私披露行为,验证了 H8,用户隐私

无知、无助、疲劳越明显,越会忽略或疲于采取隐私保护措施,越容易产生隐私披

露行为。 当短视频用户意识到隐私安全的重要性时,会想要采取隐私保护的措

施,但越想要保护自己的隐私,越容易产生行为扭曲的因素。 用户不知道采取怎

样的措施才能真正规避隐私风险,或是认为在无孔不入的互联网环境中根本不

能保护自己的信息,抑或以往无效的隐私保护措施使自己产生了疲劳感,进而放

任自己的隐私披露行为或增强自我主动的隐私披露行为。

六、
 

结论与建议

本文发现,在短视频隐私悖论行为路径中,感知收益、隐私披露倾向和行为

扭曲因素之间存在着较为明显的相关性:感知收益正向影响隐私披露倾向,用户

感知收益越强,隐私披露倾向便越强,越容易产生隐私披露行为;而感知风险虽

然与隐私保护倾向显著正相关,但行为扭曲因素对隐私保护倾向、隐私披露行为

都呈正向影响,即使用户感知风险较强后增强隐私保护倾向,但同时也会加强隐

私无知、无助和疲劳感,进而加大隐私披露行为发生的概率。 综上可知,感知收

益、隐私披露倾向和行为扭曲对隐私披露行为的影响较大。 基于对短视频用户

隐私悖论行为路径的研究,本文提出以下建议。

(1)
 

提升用户对收益与风险的认知平衡。 本文发现,与感知风险对隐私披

露倾向的负向影响相比较,感知收益对隐私披露倾向的正向影响更加显著,可见

短视频用户在产生隐私披露意向时更易受感知收益的影响。 因此,用户应当合

理看待隐私披露行为带来的风险与收益,增强风险感知,避免只关注收益而忽略

风险,做出不理性的隐私信息披露行为。

(2)
 

增强用户的个人隐私信息管理能力。 隐私信息的利益化是用户个人隐

私信息管理意识提升的成果,但用户的隐私信息管理能力还有待提高。 在短视

频迅猛发展的时代,用户往往意识不到隐私信息泄露的隐蔽性和多样性。 用户

只有增强信息管理能力,才能更好地掌握个人隐私,降低隐私披露的倾向,保护
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自身隐私安全。

(3)
 

维持用户基本隐私安全与信息商业使用的平衡。 短视频平台作为一个

信息交流平台,隐私信息的利益博弈不可避免。 平台应当在合理合法合规范围

内收集用户数据信息,并保障用户对个人信息用途的知情权,如简化用户隐私保

护协议,优化用户隐私权限设置,切实保障用户的信息管理权。 此外,短视频平

台还应当增强对敏感信息内容的严格审查和限流,从传播过程上减少用户隐私

信息的大范围扩散。
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