Mg T —ER AR

PR

FXAE KA FT

_‘\glg

TEZE 1 Z2 4R R, %of 56 [R5 R B AANT V5 4 28 1Y o I T T R 7 [ 2 4 B
fEVE T TERITSSRAEE 116 JmIE 2 b, 5l NTEH MR ERZE I — B
o BEFS 117 Ji 2 i, X T i faf Bt — s i BERL % | e i i) I 5
il A AT O 2 iR ARSCE7E AP PP A X L6 3R

FIRTERASL P S i3 22 07 AR ot Lk T 0R 7 /RN R AT N
OHEFRAPLS - T (Abraham Maslow ) A5G I, B A Y42 Z #0875 AR [H]
PRI b 235 Ik 4R ), i AN 2 AR B8 [R) 4R I i (Maslow, 1966 ) , A AL 5
s B VLSS < ARAR A —JEHE 1 A 2 R PR B R ERET 1 S ik
Xof Ure Ay S A RO () R A 7k B e W B FATE I BT B S L, AR R Al
£ E—IARRE RN, JCIE R o 25 4 56 T Wi 4% (surveillance ) Y R VA X BT
T ATHT A, (HE — R B AAE S KA A B, G 2R SR B
REAHT

AT — A5 IE T — L[58 A5 B RS RA 4 7 SR AR O F2 5K TR i 3t
W BT BRI Y ST IR R A2 AT FAVE SRR Y S, 32 5808 i S B
FGHEAT AR B AA R, 3R 7 20O UG 26 A0 AR rh 8 IO R Ak B A 7
ARORH, =008 T A A (public governance ) [, VR 2R RHE T

xR CFEFREA“How (Not) to Write A Privacy Law” , #E3CJF SC UL https : //knightcolumbia. org/content/
how-not-to-write-a-privacy-law , 22 AU BH 1% & 3%
s ARF] - BHE(Julie Cohen) , 35 FEFRIAIR A TE 2B
e ZEUCHE | HURIEAR 8 28K B B SRR B s s B, HEARI AR A B
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NIGAE B A A (A5 IR 20k ML B 2o b, Jaik B 44> s ksl 4
WIZAC RS . A R BEURA TR PG 2 — D RE AL B AF BT 50 U sh AR A 25 )
R AR, FRAR Y T A — SE AR R DA — S FLAR SR ity vk
HHAEES T SV T 32k P 58 TR I SR R ASURI A LS5 BB
EALH . BUA RS — B X PR 2 i — . BB ATRIAAL, s SRR
JRBIPOERRRE . HIEN N X PIREGUEA BEARIEA XL, JFH, R TRAURA S
PAFIE AR T AT A A A I POE LR BT ST, R T
B R A IR, VO =B 5 8

— DURCRI RSB 0 3A 5, K B BT R B Sk

H AT, &2 14 A5 B BRRATE A J L 57 v $ 58 3 27 1) 17 [7) —F
THHEE A2 BRI A BRI Y F2 3k ok SE AL 25 B AR, X Fi UM A 128
ML AL SE , P58 E S M BR AT TR ZE rh BRI — I A AT A AR H AR
P 2 WA = A AR L A (4 2 S B 385K I 1 W 7 A s A Sl AR 24
TEXPERZEM 2 T A A HIAL (individual control rights ) il 2 45 AN A K04 U
AR PR =R A2 1 R 22 AR D 4R S, (B A IR
YL MR R S, TOIEAT RO AR | I 265 Ak ) B3R A 3t ek el AR
SEOE WA RIS T A

55 116 Ji Bl 242 i K 2 B SRR LA 791 2 3 B 1) S A HE Ak Hh &
Mo TH PR AT DAYESESE Bl e Tl 4« A [R) R 5 Ak 34 35 WSO 4 Fn Ak
AT R, — SRR ESR DL TR LU (opt-in ) DHL AR IBCEHE W 46 Fn 4k 2
1) S AR T R R A B, AN AR I 53 28+ 3R4%F (Anna Eshoo, B 58, A48 JE
TEH ) 45 B (TR LR B FAE 22 ) (Online Privacy Act,2019) FIZ Y 5 Zfdide - 3t
(Edward Markey , 358, B 5% 22 M ) $2 H 09 BRARAUR) 15 %8 ) (Privacy Bill of
Rights Act,2019) , HUILAHLL, Z IR AT - RAFFGE/R (Maria Cantwell , & 32

O WHFEEEEREZ - KPATET(Guido Calabresi) FITEAE H T « M ERTE ( Douglas Melamed )
B35 24 18 SCCI 7 S0 B A D) 5 A T B9 KA — A ) (Property Rules, Liability Rules,
and Inalienability : One View of the Cathedral) , 38 SCFEI T I = AR ) LA SR U A9 =X P

@ “HETREE (opt—in) , MR F AT /R [E R, RIZE AR FA B A BcHs =2 AT, 7 24 78 25 A7 75 31 %%
P A T R, AW s, — 3T
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B ARIATN ) B 0 O B 3 E LR BRAAAU RN 1 %8 ) ( Consumer Online Privacy
Rights Act,2021) %K {5 QAL I E XHH 2% & 7R 54T, JF il 2 E 7R A X
SE AT B W LA R R IR . FL AR ZR M BRI 2 DL FF R (opt-
out) VR R B H R AL HE S B P L - 7% (Ron Wyden, R F5¢,
MR ) B F B B A 2 AR RREA SR ) (Mind Your Own Business Act,2019)
ZW RIS - A3 74 (Marsha Blackburn , 20158 | T4 PG ) i 55 () -4 11 ¢
Hi1 S A7 9 2% ) P AR ¥ %8 ) ( Balancing the Rights of Web Surfers Equally and
Responsibly Act,2019) ,@

H T, & ARk 2 T 2ai A ir i sl g R AL 1 26 A R] (BB L
IO R LRI A S 2002, Horh — 2o R A s et 1 R AL, 5
RO N A p PIATHLR 1 A DU, 235 051 ke A0, TR S M S 3 2 TR A Ay A 1
R CPRIE N A= W15 B AL 28 ) (Tllinois Biometric Information Privacy Act,
BIPA 2008 ) FI1¢ A 8 J& 37 M IH 9% # fR4711%: 58 ) ( California Consumer Protection
Act,CCPA,2018) BRI T A AL +R] ML ™ (9 1 B2 33, Horh BIPA XF
FLEYE R T HAT ARELE, M CCPA Mg S 1 % F— e N B s s
R,

A N BRI S | 30 B 3 500 I T [R) R (Y B R B A% — BLORHR SR WA S
ARIT SRV 3 g i g e AR sk 0, AR 22k SRl R SR AR I PR, 1B A
Sk G D B AS BRI 8 1] A 3T — 25 10 S0 2 B PR ) R 0, M9 G R b i 1y (B
A CMAREER) SO A - B A (Josh Hawley , HeH5E, 8555 N ) L 5
BTN EE” %) (Do Not Track Act,2019) , {H—80 KA | — %t L I 1
e KBS RUE AR R PTREA AL, T 5 2, B P O T A% ) 2 1) R ST 22 T fie
FAG AL T 52 4% i ) B A 25 A X 2 B9\ ( Acquisti, Taylor & Wagman ,2016;
Draper & Turow,2019; Hartzog,2018) , KEHET H P HI AL R B AR A 5

5

7

@ “HFIRM (opt-out) , RIEEHE YA AL B Rt v, BRIA T 28 [ B8 1 Rl b B 2y,
AR, AT LAGE S AL S B 4 A% B
@ HoCE AT R4 B ER) BRI B AEOE 3L = a0 05 0B 0 R AL P4
TP I 246 P BRI 28 ) B SCEE X ST 17 8 3 i fe v 7 AR B R, ot AR S o AR
i oA R LR PR

il
5|
B
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ISR P AT A ME R R R A BUEE (synthetic data) VR AT RE, 1074
BBt T 4 A7 7 45 K B 4% 0 ( Edwards & Veale,2017; Veale, Binns &
van Kleek ,2018; Edwards & Veale,2018; McNamee,2016) ., 74, 1E4d R EHE
XML 7 I BA AT Rt A LS A 25 i 2 P B e Ho v — 3 o 4k
W [F) 2 A9 )5 R (Edwards & Veale,2017; Edwards & Veale,2018) .

WA 3R A R ) AR () B AL st 2D AR b A A < DA AN IR R
FEAth ) WA R — A N2 T IR B 1 LA R xR ) i
AN NP P 55 5 3 SCU A 3 10T 6 436 s G 2 30 A TR S B ) 1 ol 22 HE A
AU 5 S AL TF 2 G A 1 28 1 M 22 HE R AR T 5 46 2 07 Z 1Al
e, TRIAE S A P L T02: B L A7 8 Ak 3025 8 FH X Ll 1 A7 i — 20 0
AAF I HEMEHE (inference) o BIEAS A AT it 55 8 HHLHIFE 24 1 B ik
B (5 AL TR A0 RE RS Ak 25 (5 F 2 S HE I S dl

KIILIE , NATTR 7= AU R SRRk e AR AL ) ) S8 4 =X 38 B 1 X e
H R AR ANBURT A B A RE 05 R FEE R AR R, A G A
WIAA B R BORVE P 55 5 R A T e 8% o W R R A8 A (e i N, AT LA
T RN R , T35 B AAS $5e /MK (Merrill & Smith,2000;5 Smith,2002) , 4
PR AL B B 10, I 7 AP R TG VA il e 2 2SR (1 3k W] 453 3 ( collective
harms) (Smith,2009) . R4, 33X 2622 AR SR IA Sy, B T AR ARG 2 (collective
governance ) Y BUAAR =7 , W P A B AR R 22 B0 B0 T AR LA SR RN 30T, 2R
IR A AR IR PR 2% R s 5 0F W7 A 25 T D b iR AA A L, X
FEOLT SN R T AN TIA R B oh 32 AN WA AR A, AN R ik
B (Smith,2009) , PAHCEHE  AMTRIBEZS AN, A A& AT ( S L3 FXxf
H IR T EAE ) S5 | S B s W A Ab 213 2h I S A A H AR o A
i, IFE, AP E XM NZ IR BN iR X X —
WA EA — 8 B3 S, BIANAN B 77 28 7 S B9 AR A, BOR: BT 37 5 T i KR 1Y [+
o (HI RN TE VS R AR 25 BRSO T, 461 A 80y - b ko) it FH s
= AT AR B, 3RS 4 AT AR5 U] P28 )2 2 W ( Benjamin , 20195 Coleman,

@ A HEE (synthetic data) & A\ TAE BUAECHE , D8 B sl 0 1 BSR4 10 Ja 1 T of 445 25 sl B
TEHEANNEXRER. PR
@ I M R i SRS (dark patterns) , 8 EAT TR T UK G R BT 09 FH P AT T, ——RE
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2004; Fennell,2012; Kim,2019; Mitchell,2001; Noble,2018; Randall, 1996) ,
1, HEEPE K 28 Ak R IR BCE A 3, > AR RO 2k 25 17 38 X

TIIMEAG— BRI SNV 7 B A AA I AE 45 B R 12k 318 52 i 2 3 1Y
FOR b 30 3 AT — SRR OB i (91 SR E e | 3ok SR 7™ JE Ut 1 X T4 b
HE AR SERCR . 7E AR 5 [ g AR A — SE R R HEAE 2R N |t T P el K
224 H A AR A AN E S B ORI DA S 55, A8 B b B T8 =R P 25 3¢
R . TIE SRR, PR GRS [ 52 4 AT sl BAT Rk I, 5 M DG 0 #ala A
PTG SHAEAESE A S R U5 YL, LASKES DU 1 58 A AH OG5 S ), 12
Bt 5 K B AR SR 43 SR A A5 RASCRI BT 42 AP A ST (30 43, BURF AT
HACHE ) AR BB e SR AT T AR R (H — BRI B A AR, s N AL
JF FR3% 1 98 ] ( Carpenter v. United States,2018; Riley v. California, 2014; United
States v. Warshak ,2010) . HoAth 5C 345 B 1Y 12 AR A1 A 38 AH W] 9 A =X JL
SRS BB A AR OO 22 5 Y Ak 5K (Stored Communications Act,
1986 ; Wiretap Act,1986) . HA 3 [ [E 54 M K ik WA, ZADWA T
B O Ak 2 FGE Bl iR ME” S5 [ 50 U.S. €. § 1801(h),2016; 50
U.S.C. § 1806(a),2016; Renan,2016] . 4RI, i T [ 5% 4= H i i & dfa b 2
TG 3l AN WP ROR IR 7 T e 4R 1436 B mT 8, I HLBR /D S8 fBL T BRI AL
BT A RA NS SR IRIE Y 75 116 JEE 2 B4R I A BRFAE 2,
BEAATAN—T50 95 B UG Ak BACHE 0 17) 52 11 B2, PRI 0k T ok 9/ K B 7 B 76 5
O — 6] I L T DI 380 ) @ I 2% 1 40 e ey BT i ) S ) BRI ST vk 1 ) R
(Schrems and Facebook Ireland v. Data Protection Commissioner,2020) ,

— B R LU P A v i G AR AL (data cooperatives ) @4 BRAASE
BRI SR X A BE PRSI 454~ N, B/ B A RIS 17 [7) 28 SR K Bk als

D  EK¥ B 7E Schrems 1T % [ Case C-311/18, Schrems and Facebook Ireland v. Data Protection
Commissioner (2020) ]iARy , SIRAT AR RO ECE EAATE A - AR I T [ 5 %2 4 H Y i 52 2 4k s 1
Wi, 56 E RS T AN, 5 3% R Y R AT RE A (Y — Se SR KR (AN 12333 S AT BAr
/7\) TAEW A, HiJ, Wi B3 ¥ BE #E Schrems 28 [ Case C—362/14,Schrems v. Data Protection Commissioner
(2015) Jrh 48R 02k DA A 2 1T BUR XA AT B A P < R T T (R [ 5K 22 4 10 4 3o o B RUAR R 11 9
R T LB E AR B AT B RN T B

@ ZPMLE LAV TR R R A R B L B e

®  BdEAE (data cooperatives) , 45 1 T4 T MRS X 5L AP H 19, DA A IR SRR
MANEHR AR, —FE
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FR AL IR 7T fE ( Bietti, 2019 ; Posner & Weyl,2018) . 4R T, BLsLHhIf A
FEAEXAE RSB X AMBAR BRI S A RO A A SRR 35—, A 2Rk — 0 i
BT 2P IR B A LR IR 0 SEARPLE I8 4 OB 28 5 27 J5 iz FH 200
BRI ) AR 2 Z X AL S 1E BT . SR MR BRAE /NS | [ BT 4k
FORERE R ELE IR A 00 FORH R T I 2 BE A R s AR O S B R
DA % 5 5T T W 5 o B, 3k A v 2 =X ROR BE K T 91 0 ( Frischmann,
Madison & Strandburg,2014; Ostrom,1990) , 2 =, #HHf P k5L B9AL ) 22 S R
il TR BRI R TR 2R B, 7E I T R i AR R A
FURMIF N GY LB 20 2248 L FFIRV/F AT 08 AR 3 FH X A58 K 5 T R 80 78 R 1 R
N FE IR T R g5 vh 5 FFIRVE AT BRSO ORI T, < AR AR T
P4 (the Creative Commons Licensing ) 4 £ [ AT A BT i KB 1 | LLE F K
H i i 25 5 41 ( Cohen ,2018)

BEUTRA YR , BT L 0 R 0 S5 23 SRl XA A5 B shia 3y
A RIHT ; HIZ A el Al B A BT AN R 7T RERY 5~ A AL, a4 (i ST 4 Y
BRMDRAF . AR, R RAEA ANBE  F2a FAL , © 27 A th—Fh el T4
PR Z7E A SR 7 AU BT 5 1 < 38 0 54T 223K (contracting into liability
rules ) BT (Merges, 1996) , X i 17338 A& H T % K AR 58 2 itk ik
VPR, XA R A T —FhiE G IRk VR M B s v 3 =0, (H o P 42
PEARMEA L ITX — 507, — 8 23 AR 477 2 T LA P 45 th i R R B SE A AL,
N, TR B Pk R A 1VF 2 2R R B A 3 b ARAR A N B ] 3, —
BB TE R 2R A R BUAS 1 /N L 2T R TG ke ke, B A 1 20 ) 2 A B TR A
(automated consent management panels) , F P AT U i X — T = 6] e It ABCS
ZH AR Al FE 3542 75 [ 2% ( Nouwens, Liccardi & Veale et al. ,2020) , X7 = fd
) ZE AL Ve N — R 5 A0 | PR i 7R Xof 3 b A TR A 2 TR T (R B30 D ol
SAEMER) SR, TP TS AR TE 12 R U A7 B Ak 3 A LA 2% 3 i I 285 I 55 1 3
AL, FeATAT LLTURR ), 4 SR 5 (5 SR 200 T W ) [m] AR RO, 3 b 3l
7 2 B IR g 2> T A s R T

T & 22, A A BT Bl T AR 1A 06 B AR AR s 40 S it 17 %o AL A RR P
(private ordering) ¥ 5 HARGR [ (1 4CHs , /D452 ERYIRSE . Tois E ok A4
AL AR EFEATIR BV, I R SRR B WL A, HR 2 A 1 B TR
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e BEAE 2R RS o] AR B B, A R B AR B e, O
G g A AR S it o o W B A TR A S R TR SOR BRI N AR

= NEEE SR E R

“ Wi il — IR X — kAl R

TR BRI R S 56 7% B S AR, A28k FHE PR A
HRL, I8 A B FAIGEE N S Anfal iz ME2 46 116 JiE & LR R KL% A Sk
2 (RBEBIE AR A /A 23R B T HL, Jo3k B IE S B0 X BeoRA [nl Bt 474
BORHE,

T A IR IR RIS — D RGBT B 0k, ZER SR PR s I
BAUR T BE I 57 55 2% 5143 (the Federal Trade Commission, FTC) , 8 {5473 B
BB H G T B R 646 25 5145 (the Federal Election Commission, FEC) , W%
HURS R BERE 43 B2 R Ry 45 B 9 A8 3 R A 32 3 R S PR 1HL 3 X SR
Hl 21 H B RGBT RS MNALRY, 2801k U8, (5 B A AE A 3L
1B E T (common carrier) I, X H B FEAUI AN S BRFR B2 5y 25 D 2% M2 BR
{572 5143 (the Federal Communications Commission, FCC) , J& # M 1 75 1% — =
T b BT BREETE AT, R, R B 2 R R A s R A R AL
R —IF R SCHR IR A 22 5125, DA, 2 BUA MR IR R 52w 56 57 5 2% DA 2 iy AN
il BRI A5 oA A S MLOCAH b3z 201 Z BR ), HER IR AR, X R
BT AN BT 2 & SR LA i 2 T T 06 AU i . Jeie 4 X
BEFE LRI BRI T X — R R 2 25 DL 2 I R R AL PR AL B K
HAFR S Bl A, 92 B R AT B &A1 3X — % £ ( Hoofnagle , 2016)
TIHR 3 3 2% 22 D1 25 WA A AL 55 A OC 38 18 (19 5 15 1% 3 (electioneering
communications ) , FLZEWFARA 24 BR, BRI B MO SEE X, 80 45 25 ]
THALHE 4 ORI 2 I S TOAUE Rl — S s K HRe A Y | Fh 444
PRI S AN 5215 B R 45 . ( Cohen , 2020 Hasen,2022) @ JBLE K 1458 4+ 2
TR BT IR TR B 3 B B R AT B2 R AT N B4R 3 RTINS T X — s

@ A5 B ( misinformation ) REK ] EIAE L E LG E RN BN E B R 15 &
(disinformation ) , 384 T 175 % 54~ Al 20 2N 20 5 e AR 115 2. PR
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SR, Bl — 2 S 5 S 7 BT (9 B RA MR A LA Y 2 48, T 1l f = STt 22
BRI, B T ORI AP R BOR B AZ HE S 10 WA B AR

SRR I A S HEE A A AR P RS, X — AR R
AN 3. — Tl 2 B A5 48 55 v A 5 OO L 1 g, 481 A R | R AR
( confidentiality , care and loyalty) S 45 ; 75 —Ff ) 3 5K B 422 % 0 R 4 (1415
(trustworthiness) X 45 ( Balkin, 2015; Balkin, 2020; Richards & Hartzog, 2021)
PR ETRAE IR U R PR T 2 A S FE DM a2k i Hh T2 S A Bl
(A 552 )45 (targeted advertising) #0356, F P12 51R Z K [ (19 °F & IR 55 42
PR TR DI, X PP EA Dy BP0 5 3 S i BMSOC &R (IR ) AT RE LA
AT B ACEASFE XS5 MG . SR, LAY 355 thas (530 55 A L se
ARMETE /N Al 50 F A aE F , RO B3 1 [ B R 25 RO IR 2R 110 2 0 S 55 25
FAFIAR BRI A TR AE (Khan & Pozen,2019) . 244K 3 AT LA = A AL 1
FERIA I, S 55 A BR il 2 7] 3 Ff R © 32 SR =R S8 0 1 25 A9 4T R ( Haupt, 2020
Richards & Hartzog,2021; Tuch,2020)

B2, W 2E AL B 2 0 T S B S AE AR  HR U E B R EIA
EFEPLEI e ME 2, 4, (P56 1) ERpEBTE R R—Tii
7™ il (mass—market products ) , Jf+ FLiFh & Z I 38 2 S KB N 45 1k B 7% HL
B AARUEAL ] P USRS BRI TR T AUKIMNR 5 X R ESOFR KR
(Becher & Dadush,2021) , 755 Z B 7™ 5 0 AR, G 77 42 4 i I A RN 4
TR T A%, FRATT AR AT LU “ A5 AE " — TR 4R ™= R v H sl i S 55 A
PREAR R . o, SR AR A S BT Eaf A BB ERFASE, &
1M, M EER ZHOIEB N TSN XA RR L TR A E XL, Y
FEBUR A RS ELA bR VA RHI A A i AR S ) B, O LR AS4R 5 | AH N
AR BB TR A 2R 00, B L2 12 MR Ve TR 5 405 ) 36 1 =2 ) 6 R 14 1 T A
(GEN

KF BRI 5 WA CRTNE, AR T4 2% Sl (3] — R 55 24
M 5 BB RN SRS . L 2R AR MRS HE 223 T 4
TET A M AE  FRATTT USRS oh) 247 2 w) IO 32 % 00 22 R P AU AT 2 7 14 24 4 1) A 7 R
A TEE SBIRREIE (scientific integrity ) FTEAE , AR 2 7 XA 19
FAR NGRS R B HORS B05 (actuarial integrity ) BT AT, 4R 4T IV 1%
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XPAATTA it P AL | 3 B BRI R TR AR A5 B T (solvency ) T 4E, {HJZ,
XX =R A IR RO 2R i 4 T, L2 T RN S U X L THE
(AL B XA FRAR L« 5C R B " AT I e Bh 25

Sy BC R RS R B AR SR R S 2B vk v Y 5 T T 3 SCC b A7 1Y) AE
A&, BN, — SR A LA — i MU A5 B Al 3 TR 4 A B R
#5 X % ( Consumer Data Privacy and Security Act,2020; Mind your Own Business
Act,2019) D MBEAS [Reist, ix se4 52 5 ) 2R B E Sk $EA T o IR E 41
FETL AT L, AEAL A 7 73 AR X BIR 4 (Aol 53 4 01— 28 HC Al B 28 Wy -1 T4 it
WATRETESS 117 Ji E b plde L) , H 28 Wi 75 ¥ 0T AN REAR A b Ak ke
WP TR, I LI | Sz ZE Wi 7 T804 A n] 43 il B 58 e MR A 1Y TCIE
SR AL P 2855 15 2R 8 HH A9 T 37 0 35 [ R, 0 TR XS 3 e 42 ] el B AR
DMK 1) 0 25 Ak 18 B0 L 1Y ME RS ( Guggenberger, 2020; Weiser,2002) , N
TR T 3 S R R BB AT A L R T A 1 R M AR K AN ek
/NN R M B A B N A R BN A el N S E R TR €T
TR 5 SCRCHLA - 5 AT A S ) T B A P AR AL & T A IEAS
TR AR RE YO A% i 0 ( Sankin & Matiu,2020) o PRI, RLRR il 7 377 52 E i
AR H AR B BRI 25 WA 48 11 | B50 J nul 5@ 2o i 2247 30 28 4 ) 26 3R Y
KRBV A T2 RAMERE . AN B TEFTHE S T 3% SR Hb A A i Ml 2ok
VERT PRSOCTECE I EAT Z2 T AR , A SRS 5 LA B R R AP HE AR 25 6, B RL R
PoRBE R 25 A

Tz M, 2 DA T R D RE IS ) S e 1 B i 1 9 2 Ak R AL 1 )
X5 A BT SRR o AR, R BA T s ik E k2 - B
i (Paul Ohm) FTFRAY “ $iE 2410 8" (order of magnitude problem ) W 254k, 1)
5 RS AL A5 IR ( Ohm, 2018) T 3% 32 e 76 33 — i 7 v A4 5 0 -+
Sy EEEE (5 SCRCHBA I AR BRI T S o I < Rl g R 1 fe . ELRD
E T3 P AR & B 0 SRR, W45 AL B Gt 72 A R O R0, X

@ B, I P B B RL 5 2 41 22 ) S HY i Xof KA il 14 A8 BLE SR, I 2 /N 8 Al X T
JEE PEAT RV AL LS5 5 CEUF A O A RE I 58 ) 418 (1 0 i %o R 28 il i o5 S 55 1) i B 52 9
ZR,

@ — A HRHIEUFTRAY T ; Staff of Subcomm. on Antitrust, Com. and Admin. L. Comm. on Judiciary,
116th Cong. ,Investigation of Competition in Digital Markets (2020).
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PRI R 7 00 45 A I8 A 285 P Ak T % b A7 ) /N8 S A A 1) ) P o < T A7 ) K
-5 IR S5 FNREASE e e N IME B 45 . RS20 6 AR | 30 2 i A
R U E B R 2 i 32 SR BB IE AR FHCEE b2
FIF AN NBCHE B o AT AN T 27 2T dnfer 78 247 & F FH b Ak e 25 18
HHES M AL k2216 B 1£3% ( Nadler, Crain & Donovan, 2018 ; Petre,2015)
R TR BPE  BRURR YA B ) AR TR S R R Al A RN R A T A
i1 s AR

— SRR 2% A Ry, 9 ] B Ak B 48 de KR [R) I WA R A = it
i Em — B BN B O SRR . XM R B T TR SR, AN
WH AT R T S r, JF B AR FEJE 0 B8 4 Fn 4, 0 R B Sk
I E A R 00, Bl A 4 A S8R ] LA o o i R s 1R,V SEENY
ORI E HAR KRR BN TRM A i 327k, DA BRURA 125 B 24 Sk EL AU 1 K
P r A R L n T Re bk LA HE S RHE HT . R, O H R, B B 58
25 E S i R 2 R A A A L% 18 H A BRI ( Cohen ,2019)

SF =N R AR — A AR (4 1) | A SR ASUARASE T i Ml 1% B 4L S 55 T AN X4
I A USCER FNE FHAT R AT B SR AL B e B AR BO™ g i e, i Eiodis
(S iakr SN E RN PSS e VAR S WA EP SR € Y I F L ISk €1 T SN Ny ST VR
B4 KUK FR ( Palka, 2020 ) . KRB Gl A & 97 55 191) ( General Data
Protection Regulation, GDPR,2016) L T F 4 AR 471 52 11 A1 BRI B PR 97 (data
protection by design and by default) 952 BT 55 (H I35 HARUE X Fl 55 B
BRI PP BTS2 S M AR v 0 i 2 T B0 T PR AT B b B
R B R I LR 28 K5 P < 3 SR B R U557 B Bl AT P
gy, B A T P 4 ARG — BEL g S N AR TR0 T A Ek T A S
(Jones & Kaminski,2020; Palka,2020) .

AT 75 =22, RV AR {5 A 1) B A R S 2 T 1) 65 A0 1 B SR ] 17 8 M 4
A R ASE Y T BB R (LS 75 40 IO X 3o 486 [ S8 3 o 00 o AR 34RO 47 4 ik 2
P, @ AT AR e, B0 265 Ak FAE A0 B T 3l 14 8 1) ) 3 BRSSO LA
B A PRI NG B B EOROHESE

®© S WECEH Gl BRI 2B ST (1) (b) = (e) o
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SR, WEAE DA Qn ] 35T RN T I RE A 4 R e FE X L, < g 2
i YR DFF O I, SEVE A TR T A AU AT ) TR B MR RE S A
CA M THE SR AT 7L B bR, XS T H F 2RO A AAED R & i
HFB, KEIEHC 2R\ e eI,

FEST G AR T WA T M ) SRR R 5 A8 % 83, STk T
WEAE TR BRAE — A AEXT B 2 VS B 2 P SR AR —AN 7 I R 1 e A
BT, B B, BTN R AT 2O IS 2 At 2 4 1 S 20 ) A
AU A th T AL i e #, SE il X RO B OGRS R P2 RR
G XA Al R C e, RIS R — 2R IR R R B, e
58 A AN 5 YR I 25 Ak s BE AR R AR I TG 3, PR Ry 455 2l e AR SC I R 4
I % A5 KA ( Brummer,2015; Hu,2014; Ohm,2009; Weiser,2009) , $h TAE
A GARRAREE | C 28 AR UEAL I AESR [R] B i A, Q3 ik N AR My 7
33 [ BF PN Ak A5 Ak T S R 1 A SR ( Cohen, 2019; Edelman, 2016; Waldman,
2019) . HABATIA S AL T SE Z AR ALY B T B R R AR R A, X
Se A T BoAR B e 25 25 AR 2 T HRaEAE AL H iR A AR 22 SR T LU B AL
EHUME FHASGE  (HE TR 2 A K T IS/ 7E 0 W8 PR B v, X PR T
(BRRAYA PR ) Xof i 4 T HE A7 25 240K

Fat e A HLOCBRAN G B A S50 | 75 BN =5 T TR ], A R S 9 e A
LA

e, WA A BRRATA B 2 — BB A W B, DA A
AE 1 K SRR A T3 i B ) N B B AL MRS ARG () T BOR T L AT AFEARE S I
T Bl 4 i W A8 v A 48— SE T TR v s AERAT A8 v A T B 3 e T
A ERAEBEOR 5 DA — 2 W A8 451l v i S8 M I 0K 5 %5 45 ( Baradaran, 20145 van
100,2016; van Loo,2019a; van Loo,2019b; Willis,2015) ., 7E%& Z# B F T & 1Y
Hofh s A T[] R B, kg T ] DL Sk Ry kG i 2R 5K (dark
patterns ) . B ¥ fi W, ( algorithmic bias) i K ™ 2% jgl B 2 5 ( network threat
modeling ) % 5] ( Hartzog, 2018 ; Engstrom,Ho & Sharkey et al. ,2020)

HR R RTHT 09 W 8 T Bl AT WA R A I R < AL R TR A
(privatized oversight) PR X FMEEATFAE I Th HIER - AFRAEGIE” . TEBOR
YA TERRT b WA HLOC AR A SRS 265 =5 w7 I A 1 R 0 H Al
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Lol A HLAE S PEAL W8 45 X 4 & 7 A # ( Bamberger, 2006; Bamberger, 2009 ;
Waldman,2019) . 1EWE/RIAE - R BIT 5L (Margot Kaminski ) 4 H1 9, 47 1 B
AIBEFA“ —JTIRPE” (binary governance ) #2213 — ¥ B B - IR/RFE &
(Ari Waldman ) AN, SR MRS (197 55 Y0 1B H 25 975K (B A MLEIA Tk £
Ay FREPET” (Kaminski, 20183 Waldman,2021) , S =T AL AED K
TIHLHAL o ¥ FEAE A A W 245 SR MR LT th A LR Y
) SEALHIAS ATl . il ud , ) R i gs IR 2 A RT3 i SR, 54240
X2 SRR A BT AT IS S A XY .

5 TERANB IR M5 B A S RGNS 58 ML E B Em iR
F R A E B AT 5% X 45 (public transparency obligation) o K T 45 2% 52X
A VAR R St 240 U 5 DL 38 WA R AR X — T AT A R T
WS B4 88 355 . (HRIRAR B A H17%%8) (Freedom of Information Act,
1967) & H A HLAE (7 B 4 58 55 1 B i I 388 — W A EAS T btk A
T PEARGE R T3k 22 G SRk B AE AL TR INENIE T axX — SR — WA Sk il
[l G A FIPEA T Bl 0 T o A, SR T A5 B Bk LE 4l G T T
MG BIERIBGX — 1k, T —SE ¥R G 25 U R4 Fir 18 1) s ol A 2 R TR
B AR5 (5 7 (confidential information) , 384k T HF 52 b HEM AR, %
HURFERI T IE vk 3R BUH 2415 L ( Graves & Katyal ,2020) o #7234 B9~ A K ds b B
“TITIRERT BB A AR i A X AR WA IR B T ) R AR A L B R R
(Kaminski,2018) . ZL&HAARAYFIEAL, SEABEE s L 2515 8 I A i A7
TERI PR B EOR

FEER5 116 Ja E s FRRRRh kiR S b, A MY [ SO I (9 3 Fh B FA TR 28
Ty AL, 43 BE AL 2 - 4T (Anna Eshoo, & 358, A4 JE M ) £ 41
B TR AN ZE) (Online Privacy Act,2019) 2 G SR it - 3 Fl A 2% 48
(Kirsten Gillibrand, & 32 4%, 2 29 M ) 42 11 (09 (B f- 3715 22 ) ( Data Protection
Act,2020) , 33X P I ZE A7 AE 6 SOAm B . SRET IR SR B A — 37 (1 5K
F A ELOC, IR T ISR R A IR  AEZ LG AR U 1 2 K 32 %o
— RN 2P KA NP AT 5 3 R A =2 P o S s A il
PHILIGE B — ZR 90 o AU P B A B A 7R B4 P R ( profiling ) F14:
PR B S A AR 0 A B (E XS 32 ML L 0 461 S SR BR AL ) PR 1 4%
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PF5 BRI 5 22 5L n BRI BN 26, eAh 7255 116 Jm (=l 25 18], 2L
GO T8 - A1 Y (Sherrod Brown, R 3248  MZAMAN ) 2 Hh 0 (B 1) T2 F125 B 2
%) (Data Accountability and Transparency Act,2020) 8 {# &4 175 % JE{E Rl 2
Mo ZARZERA NEE AR I HEAT T T 4 0 A TEAL , A (R SRS ER g A
BRI A B B S A RIE 20y TR i BAT o 0 SR 4R T — ML Y
B LIC , KT HAPRAT IX 2628 AL T, DL B A 3l ok 3 28 48 A 1
Dio [FFE AR R WO T — B HIAL, IF 05 I ORI A 5 22 D13 IR
BRI PIEAL SR, H o B BT P 14 45 3T BE 23 i I 26 15 B A B FATA
PR B A% O (EAS AR SN L E

DO RSO 40 AT B %
TEFE AR BERE R 2 Ta) ) JE 45

il 22 B AAE 195 = A BB AR G R BATILRA DG, REERE R
MNAREARAGI RV F AR B ABAEPIEA LT A WL P HaX — I | & 07
B —E, — Ok, X RAMEACA MR FZ AL I X — 2 DA SR
EEYFIA , 2 PIEAL G S 35 F2 )7 (Kerry, Morris & Chin et al. ,2020) , JC
WOR—F  HSLARIA R FETFB, B RA R, SR REA S AR B ki
A NEAE AT Ry o QnRANTE 38 Z e, 238 20 JLA B A A0 % I 454k

R I B R B U B B X O %

T IR, A AR A TFA T R BUEALC S shr ity R B
FERTEFIFIEPETIRE . PUEHLOCKT A SR 1 AT AT o X AR Bk A i R ik
MM E A EZAEH . 27 HENE b B0 O Rk R P 7040 1 7 55 1, o] LA
Ji& I BOR ] 249 AR RS 58 O F) 26 ) PR S A A DA 2 R A 25 1Y 7K 8 (MeAdams,
2015; Sunstein,1996) , W2 BB YRIALEY A B GBI RE S, 220K
AR X AT A O AR, R ORI AR B, I HL B TR A Z5 4, A
A PIE TR T I HA 430 28 RS R 25 9 22 D18 ( Bayefsky,2020) o

BIEE ARt , 26 T LATRVA A HO B BAT AL A AR X R X8R A 1 S T
XFUFIA LS B, S JLARR X B SR AR BEA% N3 Rl A e 40 A K
R T 38 RIA 5K AR 25 5 F AT 174 (Solove & Citron,2017; Schipani
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& Dworkin,2012; Hensler,2007) , fEARKFREE I, > A ok i YRz i 77 4k
P H CHAUE B RRARL, [FRS AR HEENLCI R S KIIAR I JLH4E
ke, IXEEALOCHEARKAR L EERVE T HRE I (consent decree ) X — 51471, #5 K B 53
WA T2 AL AT IRA AL A RS FE 52 ( Cohen 20195 Waldman,2019) .

M2 Z AR hE, P ROR R , AN —ZBRETRA—RI RN AR R
(3 S AU B KA I —— 2 — R A A R T B, 3 AT BRI Y £
ST AR A A R

S URIATER & FIPTAA50 3 77 AT X558 AN BE A R0 e I 2 A1 BT 3
R AR A3 SRR DG A [ B A AN VRIA s B . A AURIAR YR
AN NI 8 52 1) 5% T T A, A0 S A v =i 28 114 22 b DXCIBR 5 R A ML
WA TN AR Cohen,2016) o SR ATBHIENL I PUILAT B B BA T A
A HT BRI PR P N DA S A7 20 2 PR 3R R 1T R ™ AR e KR T Y BT
HFR, PPtk iy 20 FUR BN T A J2 b X 1 A2 e, e
AR b e (R, AELR AR SRPIEATL DG 3 B 0 LA SR i /N B AT SR A5 R
Pk BRI 25K /Nl 1 F7 A JE DA S B AT L Ui A 0 245 AL aE R | ISR
FH P SRR AR

SRR I S0 BUR AEAE R Y B R A IE R = BRI T
TR R S AT 2 I AT R X — R, b SCHR B, W 7 AU A 3 e M A
AR PR S PR AL SR A 7 I A 2 S S RN | T E O R AT R An e S B IR S
SR, PRSI , BRAEA SEBARBYRLE , 75 W5 Fh 7 OF AN BE R 2 1k b i 8 338 147
o AHBC RN B RAT R AT LA ok ELARIIE | SURE X BOME B 3 33
SRR AL ST N 2B AR . BIKRE B T 5 2 B i BRIk 45 21 4
FEAESINF 3 M7 23 B ( Cambridge Analytica) .8 QB 5 % ( Facebook ) % Hi i
RN HBAL SR FREDTE TS, a2k 20 AR L BHEAT O B T A
BRI MR 52 B | R Y8 ( Cohen, 20195 Zuboff,2019; Zuboff,2021)

TOCTRIEAR T =R T PR AL, B RE P A TR H AR A PE S

O  EEE PS8 7 ( Cambridge Analytica) 76 AL 5 FH P [R50 T 2RI 8700 J7
BRI B, T ROBEAT AR FE 2016 4F 32 [ A58 3k b oy 35 B S G0 R A SR R B
2020 4F 4 7, 3¢ R i Be st i 7 15 5 38 S B B 2 DA S R S 43 BT HL Y 50 A2 & T R B AL,
BGE HE G R T AR S A EE A NSRRI, — 3
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R XEEGRITUA R ST IR, A SCOF AR 5128 BT A 1 R REVE , N2 A SR TR IR
a# o] 1) SEL R o 2, B A 0T I 28 AR | DM USORT T P ST B ) a4 71
B, I BEAE AR AT R U A3 AR N A Gk — Pk Se ey, DA B g U 2
DV IAE— R B RA LB 2 TP (EIF R 2 B AR R i E TR L, JF R
TGE R X S G 58 = IR T E S B AR Iy SR &, R AT e R )
PSS — PSR T R

IR Ty BE (Y — A SR 2 R SEITTN” (gatekeeper) VY 7 1 K V%
SR WA A ST ERVERLE I A REIE XA S 4% IR 45 B AL RS 1 A5 2
Al A, BORE LT BB B AT D0 TR 2 R b s EER 8 =5 A7 R 17 98 1 5 sk
FIWr, SR, IEWIAE /S (Rory van Loo) BT &, MG I F BT X FhF- & AR R
AT TR T B E Tk R UL, ¥ T A Ry ok AR BT B v 52 4
AP AT HED] | 2 2 SCE E Y, o rI 232 11 (van Loo,2020; Willis,2017) . [F#,
FORKA 5T 5 RPEHUOCE BLHA N BASRE TR/ NS 5H E5%
AR, BT ENTEX — ST RBCT EAANE, tAh A AR X R AR
PR B8R 230 SR 1 5 B (censorship ) , 1B 78 A 45048 77 76 14 28 (04 32 AT
PATER , 3ok O g AL 2 sl AN RIS SRR BIL AR A 80 2 A5 Se 1, 4an ke
265 0T U AT S T B rh B A S 0 52 46 D e i oA, o vl LI
PR e SRR, AEAL 2k dE oAby N 251545

T AR R A O 7RG 14 [ gt 07 > A0 SR 3 12 3 P A 5 T B
ARITJEV RS A3 PRI T HLE 2 e T R AT I e SR, S B R
TRUREHE 2 W) A 5 51 0 194 by DX — P 905 A il 1oy % Ak 57 ke, 2 W B AT W B X —
FECR TR E e . SUAT 43 BT 2 ) . 1R B ' I XoF Ji: =5 19 Ak 5 3 2 — 4> 4
T——50 1L3ETTRITI R, BARC GBI 4 N IR BRIR 5 5 22 51 25 i & Hh 8 B R
B H FARY TR AR E L — D H YA (Patel ,2019) o TEALRY - BRAE T
Fa A, 7 A EeR SO B3 AT R it 52 AN ) A #% (Ohm ,2018) .

— NG AP T B2 B IS 1 A RO 2 R T O T
2 AR 38 [ e e 1 Be s A A, BV ISEAT B AR AR , 356 12 et ] Lo 1 H

O  BRRABE R RIESE T, “SEITA (gatekeeper) — BH6 7EHUARE L 1k 3 3 40 15135 (9 £E 8 (T
Boik ol 552670 CEAVEREE) S A Al B 7 RN S5 SRS £ DRI R X TELERR 100 A 285 7 A R IR B R
R 24 12 55 S AL A BRI Byt , —— %1
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WA A IEA TR A Bl 7 (Liu v. SEC,2020) . H AL IENLE (65
HRFR R 2y 2 D1 X FINIE SR A8 5y 7 5 2% | TE S B2 A R G2 A1) rh oS A S A v i i 12 e
HB9FL ST (AMG Capital Mgmt. v. FTC,2020) . 7E55 116 Jii [E £ |48 H A0 BoRAT:
Pz AP SR HE T X R4k 1145 i ( Data Protection Act,2020; Online
Privacy Act,2019) . KT, H &I 7 AR S AL AR A4 & T A SCEE — 0 B
WH AR IR B, TEIR R A AL SCA Tl [ A i I 7= AT A 2 B
A PIEHLIAT X —KUS)  EBAEAE 5 2 e i 57— A AT W A & U B T H A
e AT IE W PETEVE 2 KA B R FATR 35 I R A SE 8, O THERR AL R
P TR AR, Tt v i A5 I S e 2 T AR PP 11 o 1 S8 B AE AN
WA SR, BRAAST I S AR S, TSt vk T 5 2 e s 1 A Ty 1) 4 TE 4
Jih, 1 A A LA B o 1 05 I A5 A B AR v, L B AR Al < 50 gy A
X 2 A R AT R B (4 BIL T I 2 A% E B 3 28 HIL ] Y 4 B (Ohm, 2018;
Liebmann,2019) , )i , WARE B0 — 502, 5 H m B 252 ma i A~ Aol JLE
TR | AN RSB A 43 9 4 TG MR A1 T30

I3 A RAHE KA T B, X BB A IR B A A 1 A A s U BN
RAERSMEGBTRAN N, MEREREZ —, BURAL 1 ] DU AL AR LG
X R 8 B R A ) AR R A B T o R P Y 2 D A St ) g o R
(Mind Your Own Business Act,2019) , R0, BLSEH, 7220 RIESE T i 2 AR 4R &
PRI R A0 PRI . X AEAR KRR TR By R O AR S i e N A M 257
FIEAT R R AR B S E L REE R AEN, — DA A SHE SR %,
JEAR IR E0E 2 A5 B A s BALE . FRAE SRR ALY A 7R
FARUZ A AL EE R, LAARE G e A0 RS 45 95 3 o D 34 i 45 S ALt (B 7E 22 4K
MG P I BB S SR AR ) (Molla, 2019) |, X4 i FH W42 P 3 — -
BT R A A AT 8 SR LA ) 5 0t 5 o5 B, Rl 7 TE 3 U B 2 ) g 2 e —
BRI T A S s B A R SO0 R 2 dnik,

@ Data Protection Act $ 25 BEs AU AT 45 BB (4 “ B SE T S A R 7 AT IR Fn 5
W s 2 275 ” , Online Privacy Act 4 1 AYREF Iy SELEE “ MU B BT B 18] 7 “ WA Uk e B
WA 1557,
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EINR A EFRVA S 310

PHHE IR (EAE 2T AIEOR KA RSB A, JHR AT AR R — B
I8N, P52 2 IS BB AASE 1 3 58 v BT A SR 2 — AN 1 B R
PREFUIIA A BB, (R A R H g NAESF IR SL0E T 45 100 Rt — 2 el 7 &
SRR WP B o R — AR R B RA T SR RO (0 R, 7RV P
2R AL HERR A SRR INE 221 S SR B ) S BRI A LA A0 T Bt i Z S 4 )
o ARSCH T EA L T HAR I 2 IR 28 AL AR ) A LR BT 58
NG TALEE T USE R A, BAEIEZS 117 Ji B 2T R4 8 2% X
— [ AL,
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